
Remembering passwords is difficult. Remembering secure, complex passwords for every account you 
use can be almost impossible. The answer is Dashlane, the all-in-one solution that remembers and 
automatically fills in your passwords, logins, personal info, and payment details—quickly and accurately. 
You can even share passwords with colleagues without ever revealing the real password. Dashlane makes 
it easy to have strong, unique passwords for everything, because passwords are the foundation of sound 
online security practices.

Included free with our Cyber ERM policies, Dashlane also offers a suite of advanced tools to help secure 
and control all your online information. With its built-in VPN, Dashlane encrypts online activity on 
unsecure Wi-Fi networks to always keep personal information safe and private. Dashlane will also assist 
with Dark Web Monitoring, and will scan the web and alert you if your personal information is ever 
found where it doesn’t belong.

The programme

Eligible cyber policyholders have free 
access to:

• Dashlane Premium password 
management and digital protection 
solution for up to 500 employees

• 12-month license term
• 20% discount on the Dashlane 

Business enterprise solution

Service - Complimentary password management solution

In partnership with Dashlane

Cyber Loss Mitigation Services

Benefits

• Improve cybersecurity by making it 
easier to create strong passwords and 
change weak ones 

• Benchmark the passwords you 
currently use to help identify and 
correct risky accounts and behaviors

• Automatically log in to websites  
so you don’t have to remember or 
type passwords 

• Receive instant security alerts to  
your computer or mobile device  
when websites you have an account 
with experience a breach 

• Change multiple passwords with the 
click of a button without leaving the app

• Synchronise and back up passwords 
across multiple devices so you can 
access them securely anywhere

• Enroll up to five email addresses in 
Dark Web Monitoring to receive alerts 
if any personal information associated 
with those email addresses is found on 
the dark web 

• Encrypt, store, and access up to 1 GB 
of sensitive files in Dashlane 

• Browse more securely online with a 
built-in VPN and unlimited data across 
an unlimited number of desktop and 
mobile devices
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Find out more
Policyholders can sign up for Dashlane’s password security tools and  
other loss mitigation services at www.chubb.com/cyber-services

For more information about Dashlane, visit www.dashlane.com
TM


